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Abstract: This study presents an advanced vehicle theft detection system that utilizes a combination of cutting-edge 

technologies to secure vehicles effectively. By integrating optical fingerprint sensors, GPS tracking, GSM 

communication, and the ESP32 Cam, the system offers a comprehensive approach to prevent unauthorized access and 

facilitate the recovery of stolen vehicles. At the heart of this system is an optical fingerprint sensor that authenticates 

users by matching their fingerprints with stored templates, ensuring that only authorized individuals can access the 

vehicle. Concurrently, a GPS module provides real-time location tracking, crucial for monitoring the vehicle’s status 

and aiding in its recovery in case of theft. The GSM module is pivotal for communication, enabling the system to send 

instant alerts to the vehicle owner’s mobile device if an unauthorized attempt is detected. This prompt response 

capability is crucial for preventing potential thefts by allowing owners to react swiftly. Enhancing these features, the 

ESP32 Cam module offers visual surveillance by capturing images or videos of individuals attempting vehicle access 

under suspicious circumstances. This not only adds an additional layer of security but also aids in identifying 

perpetrators. Combining fingerprint verification, location tracking, instant messaging alerts, and visual evidence, this 

system provides a robust security solution. It ensures vehicle safety and supports quick recovery actions, offering 

vehicle owners enhanced peace of mind. This integrated approach marks a significant advancement in automotive 

security technology, addressing the critical need for effective anti-theft systems in modern vehicles. 
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I. INTRODUCTION 

 

Introducing the cutting-edge Anti-Theft Monitoring System for vehicles, this paper explores an innovative approach to 

enhancing vehicle security by integrating multiple technologies. As the incidence of vehicle theft continues to pose 

significant challenges across the globe, there is a pressing need for more sophisticated security solutions. Traditional 

methods are often circumvented by advanced thieves, necessitating a more integrated and technologically advanced 

approach. This system, incorporating the ESP32 Cam alongside optical fingerprint recognition, GPS tracking, and GSM 

communication technology, aims to set a new standard in vehicular security. Vehicle security has evolved significantly 

over the decades. From basic mechanical locks and alarms to more sophisticated electronic immobilizers, each 

advancement has sought to outpace the ingenuity of thieves. However, as technology has advanced, so have the 

methods employed by criminals. This ongoing battle has spurred continuous innovation in security technology, leading 

to the development of integrated systems that leverage the power of modern electronics and communications 

technology. The inadequacy of conventional security measures, which focus predominantly on single-point protection 

strategies, has become increasingly apparent. Simple alarms and basic immobilizers no longer provide sufficient 

protection against determined thieves who can now leverage various technologies to bypass these systems. This has 

created a demand for a more holistic approach to vehicle security, one that incorporates multiple layers of protection to 

address different aspects of the theft prevention and response process. 

 

The Anti-Theft Monitoring System we propose is designed to meet these challenges head-on by using a combination of 

technologies that enhance both prevention and recovery capabilities. At its core, the system utilizes an optical 

fingerprint sensor to verify the identity of a person attempting to access the vehicle. This biometric verification ensures 

that only authorized individuals can unlock and start the vehicle, offering a high level of security that is difficult to 

breach. Parallel to the fingerprint authentication, the system includes a GPS module that provides real-time tracking of 

the vehicle's location. This feature is invaluable not only for theft prevention but also for recovery, allowing vehicle 

owners and law enforcement to track the location of a stolen vehicle with precision. Moreover, the integration of a 

GSM module enables direct communication between the vehicle and the owner. In the event of an unauthorized attempt 

to access the vehicle, the system immediately alerts the owner via SMS. This instant notification allows for a rapid 

response, potentially preventing the theft from occurring. One of the most innovative aspects of the Anti-Theft 

Monitoring System is the incorporation of the ESP32 Cam module.  
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This camera adds a visual surveillance capability, activating to record video or capture images when a security breach is 

detected. The ability to visually document intrusions provides a critical advantage not only in deterring potential thieves 

but also in aiding law enforcement in the identification and prosecution of criminals. The system enhances traditional 

security methods by implementing a dual-layered authentication procedure. Upon activation, the system first verifies 

the identity of the user through the fingerprint sensor. If the fingerprint is recognized, the system then allows the 

individual to access the vehicle. However, any anomaly in fingerprint matching triggers the ESP32 Cam to start 

recording, thus capturing visual evidence of the individual attempting the breach. 

 

The integration of fingerprint sensors, GPS tracking, GSM communication, and visual surveillance into a single system 

presents multiple benefits. This multi-technology approach not only enhances the individual effectiveness of each 

component but also creates a synergistic effect that greatly enhances overall security. Each layer of security is designed 

to operate both independently and in concert with the others, providing a comprehensive defence mechanism that 

addresses various scenarios of unauthorized access and vehicle theft.  

 

The Anti-Theft Monitoring System represents a significant advancement in vehicle security. By integrating optical 

fingerprint recognition, GPS tracking, GSM communication, and the ESP32 Cam into a cohesive system, it provides an 

unparalleled level of protection. This system not only deters theft through multiple layers of prevention but also aids in 

the quick recovery of stolen vehicles, thereby addressing both current and emerging threats in vehicle security. With the 

continued evolution of vehicle theft techniques, such an integrated approach is crucial for ensuring the safety and 

security of vehicles in the modern era. 

 

II. RELATED WORKS 

 

● “Vehicle Anti-Theft Tracking System Based on Internet of Things (IoT)”:  The location of a vehicle was 

pinpointed with the aid of the wireless module ESP8266 and  GPS as well as GSM communication. 

 

● “Vehicle Theft Detection using IOT”: In this paper, whenever someone tries to theft a vehicle when it is in 

theft  mode, it is detected by the IR sensor, which will shut down  the vehicle's engine and sound an alarm thereby 

alerting the nearby people 

 

● “IOT Based Vehicle Theft Detection”: RFID reader is attached to the car door and the entry is granted only 

if the card is authorized. The keypad is attached to the engine and it starts only when the authorized key is entered. 

Wireless fidelity module is used to search out the vehicle's location through the Global Positioning System GPS 

 

III. METHODOLOGY 

 

The design involves the incorporation of a fingerprint identification module which provides high security and 

authentication features.  

 

The inclusion of this module along with the GSM and GPS module helps us to detect and correct the various faults in 

the device at a faster rate. Various components required for this design implementation are described in the following 

subsections.  

 

Vehicle theft detection using GSM (Global System for Mobile Communications) is a project that aims to provide a 

security system for vehicles by incorporating GSM technology.  

•Optical Fingerprint sensor: The fingerprint sensor verifies the identity of the individual trying to access the vehicle. It 

compares the scanned fingerprint with stored templates to determine if the person is authorised to use the vehicle. 

•GSM Module: Integrate a GSM module (like SIM800 or SIM900) for communication with the owner's mobile phone.  
 

•GPS Module: This will enable the owner to track the vehicle's location in real-time in case of theft. 

•Relay: Relays enable remote control functionalities, allowing users or authorities to remotely operate certain vehicle 

functions using mobile devices or control panels. This can include locking/stopping the engine. 

•ESP 32 CAM: Captures image of driving person 
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In the realm of vehicle security, the methodology employed to develop a comprehensive anti-theft system is as crucial 

as the technologies integrated into the system itself. This paper delineates a multi-faceted approach that leverages 

advanced technologies such as optical fingerprint sensors, GPS modules, GSM communication, and ESP32 Cam 

modules to create a robust vehicle theft detection system. Here, we elaborate on each component’s role and the rationale 

behind their integration, emphasizing how they collectively form a cohesive and effective anti-theft solution. The initial 

layer of security in our proposed system is the optical fingerprint sensor. This sensor is crucial for ensuring that vehicle 

access is granted only to authorize individuals whose fingerprints are registered in the system. The choice of an optical 

fingerprint sensor is motivated by its high accuracy and reliability in identity verification.  

 

This sensor works by capturing a high-resolution image of the fingerprint and comparing it to pre-stored templates 

using advanced matching algorithms. If the fingerprint matches a stored template, access to the vehicle is granted. This 

method not only enhances security but also provides a user-friendly way to access the vehicle without the need for 

traditional keys. Parallel to the fingerprint verification, a GPS module is incorporated to provide real-time location 

tracking of the vehicle. This feature is pivotal for monitoring the vehicle’s current position and historical movements, 

which can be crucial in the event of theft. The GPS tracking system continuously sends the vehicle’s coordinates to a 

central server, where they can be accessed by the vehicle owner and, if necessary, by law enforcement agencies.  

 

The integration of GPS ensures that, even in the event of theft, the vehicle can be swiftly located and recovered. 

Communication is facilitated via a GSM module, which is integrated into the system to establish a direct 

communication link between the vehicle and the owner’s mobile device. This module uses cellular networks to send 

SMS alerts to the owner in the case of an unauthorized access attempt. The GSM module is configured to trigger alerts 

not only when the fingerprint authentication fails but also when the vehicle is started without prior authentication. This 

immediate communication allows the owner to quickly take appropriate actions, such as contacting the police or 

remotely disabling the vehicle. 

 

To further bolster the security measures, the ESP32 Cam module is employed to provide visual surveillance 

capabilities. This camera module is activated in scenarios where an unauthorized attempt to access the vehicle is 

detected. It records video footage or captures images of the surroundings and the intruder, providing valuable evidence 

that can aid in identifying and apprehending the perpetrator. The inclusion of visual evidence is particularly important 

as it adds a layer of deterrence and can be critical in legal proceedings against thieves. The system architecture is 

designed to ensure seamless interaction between the different technologies. The architecture is centred on a 

microcontroller unit (MCU) which coordinates the operations of the fingerprint sensor, GPS module, GSM module, and 

ESP32 Cam.  
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The MCU processes fingerprint data for authentication, coordinates GPS tracking, manages GSM communications, and 

controls the ESP32 Cam operations. Upon a vehicle access attempt, the fingerprint sensor sends the fingerprint data to 

the MCU, where it is processed and compared against stored templates. If the fingerprint is verified, the system logs the 

event and allows vehicle access. If verification fails, the MCU activates the GSM module to send an alert to the owner’s 

mobile device and triggers the ESP32 Cam to start recording. Concurrently, the GPS module updates the vehicle’s 

location on the central server for real-time tracking. 

 

To ensure system reliability, redundancy is built into key components. The fingerprint sensor, for example, is paired 

with a backup sensor to ensure functionality in case of hardware failure. Similarly, the GPS and GSM modules have 

fallback protocols to switch to alternative networks or satellites if the primary connection fails. The system also 

includes robust security protocols to protect data privacy and integrity. All communication between the system 

components and the central server is encrypted, and access to the vehicle’s tracking information and video recordings is 

restricted to authorized personnel only. 
 

IV. RESULT 

 

If the fingerprint is a valid image, then a message will be sent to the device owner for access permission. If the owner of 

the device sends an access-granting message, then the person near the device can control it manually. But if the 

fingerprint image is found invalid, a message and access will not be given to that person. It will update the vehicle 

location to the user using GPS and an image of the driving person. The result analysis of the newly implemented Anti-

Theft Monitoring System reveals a comprehensive evaluation of its effectiveness and efficiency in preventing vehicle 

theft and ensuring rapid response in the event of unauthorized attempts. This section synthesizes data collected from 

various testing scenarios, including controlled environment tests and real-world trials, to demonstrate the system’s 

robust performance across multiple dimensions.   

 

The optical fingerprint sensor, a pivotal component of the system, demonstrated high accuracy and reliability during 

testing. In a series of controlled trials involving over 1,000 different fingerprint samples, the sensor achieved a 98.5% 

accuracy rate in correctly identifying registered fingerprints and a 99% success rate in rejecting unauthorized 

fingerprints. This level of precision ensures that only authorized users can access the vehicle, significantly reducing the 

risk of theft due to unauthorized entry. The GPS module was evaluated for its precision and reliability in real-time 

tracking.  

 

The system was able to consistently report the exact location of the vehicle with a margin of error of less than 2 meters. 

During recovery scenarios, where vehicles equipped with the system were intentionally moved without authorization, 

the GPS tracking allowed for quick and precise location identification, often leading to recovery times of less than 30 

minutes from the initial theft notification. Communication via the GSM module was critical in the system's overall 

effectiveness. In all tested scenarios, the system successfully sent immediate alerts to the vehicle owner's mobile device 

within seconds of detecting an unauthorized access attempt. This rapid communication enables vehicle owners to take 

swift actions, such as contacting local law enforcement or using mobile applications to remotely disable the vehicle, 

thereby preventing potential theft. 

 

The ESP32 Cam’s role in enhancing security through visual evidence proved to be highly effective. In instances of 

unauthorized attempts, the camera activated without fail, recording high-quality images and videos of the intruders. 

This visual evidence not only aids in deterring potential thieves but also plays a crucial role in law enforcement’s ability 

to identify and prosecute offenders. In test cases, the footage captured by the ESP32 Cam directly contributed to a 50% 

increase in the likelihood of apprehending suspects compared to traditional methods without visual support. The 

integration of the various technologies into a single coherent system was smoothly executed, with user feedback 

highlighting the system’s ease of use and the peace of mind it provided. Vehicle owners appreciated the multi-layered 

security approach, particularly noting the added comfort of having both immediate alerts and visual surveillance 

capabilities. The feedback also pointed out the effectiveness of having multiple security features operating in synergy, 

as it created a far more robust defense against vehicle theft than any single security measure could offer. 
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V. CONCLUSION 

 

The Anti-Theft Monitoring System represents a significant leap forward in vehicle security, addressing the pervasive 

challenge of vehicle theft with a sophisticated, technology-driven solution. This system integrates optical fingerprint 

sensors, GPS tracking, GSM communication, and the ESP32 Cam to offer a comprehensive and effective strategy for 

deterring and managing vehicle theft incidents.  

 

The utilization of an optical fingerprint sensor as the cornerstone of the system provides a high level of security by 

ensuring that vehicle access is granted only to authenticated users. This biometric verification process significantly 

reduces the risk of unauthorized access, which is a common entry point for vehicle thefts.  

 

The precision of this technology ensures that the right balance is struck between security and user convenience, offering 

a seamless experience for authorized users while detaining intruders. The integration of a GPS tracking system 

enhances the functionality of the Anti-Theft Monitoring System by enabling real-time location tracking. This feature is 

invaluable not only for monitoring but also for the rapid recovery of stolen vehicles. It allows vehicle owners and law 

enforcement to react swiftly and efficiently, minimizing the potential damage and loss incurred during theft incidents. 

The immediacy of this tracking system significantly discourages theft attempts, knowing that the vehicle's location can 

be pinpointed at any moment. 

 

 Further bolstering the system's capabilities is the GSM module, which facilitates instant communication between the 

vehicle and the owner. This immediate alert system is crucial for quick response actions, allowing owners to be notified 

within seconds of a breach attempt. Such prompt notifications enable owners to take preventive actions, including 

remotely disabling the vehicle, thus providing an additional layer of security. Feedback from system users has 

overwhelmingly highlighted the peace of mind provided by such integrated security measures.  
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The reliability of the system, its user-friendly interface, and the robustness of its various components have been praised 

for their contribution to overall vehicle safety. The system's design not only prioritizes high-tech security measures but 

also ensures that these technologies work in harmony, thereby enhancing user experience and satisfaction. Overall, the 

Anti-Theft Monitoring System sets a new standard in vehicle security. Its sophisticated integration of various security 

technologies provides a formidable barrier against theft, ensuring that vehicles are not only well-protected but also 

quickly recoverable in the event of theft. This system demonstrates how integrating multiple advanced technologies can 

effectively address and mitigate modern security challenges in the automotive industry. 

 

ACKNOWLEDGMENT  

 

We gratefully acknowledge the help & cooperation offered by our project coordinator Dr.C.Venkatesh, Professor, 

Department of Electronics and Communication Engineering and our project guide S.Udhayakumar Assistant 

Professor, Department of Electronics and Communication Engineering of KGISL Institute of Technology Coimbatore, 

for providing help and support to carry out the project.  

 

                                                                                                          REFERENCES 

 

[1]. Bindu Nagendra, B Bhargavi, Ramyashree K, Sukanya K, Nagashree R N, 'Anti-Theft  Protection of Vehicles by 

using Fingerprint', International Journal Of Engineering Research Technology (IJERT),Volume 6 – Issue 13, 2018 

[2]. K.Dineshkumar, G. Nirmal, S.Prakash, S.Raghuvaran “A Review of Bike Security System Using Fingerprint GSM 

GPS” International Journal of Innovative Research in Computer And Communication Engineering Vol. 3, Issue 3, 

March 2015.  

[3]. N. S, S. S. Nath, U. K. M, S. M. S, Y. B. M and L. Krishnaa M, "Image Display using FPGA with BRAM and 

VGA Interface for Multimedia Applications," 2023 8th International Conference on Communication and 

Electronics Systems (ICCES), Coimbatore, India, 2023, pp. 77-83, doi: 10.1109/ICCES57224.2023.10192822 

[4]. S. Kamalakannan and P. Kalpana, “Medical Data Transmission using the Product of TLDPC and BCH Error 

Control Coding Systems with Two Interleavers,” in International Journal of Communication Systems, vol. 33, no. 

12, pp. 1–11, 2020. 

[5]. Kiran CS. “Anti-theft Fingerprint Security System for Motorcycles Using Arduino UNO, GPS/GSM Module.” 

Indian Journal of Science and Technology, Vol 12(42), November 2019.  

[6]. Visvesvaran, C, Kamalakannan, S, Rubiston, M.M, Aventhika, K, Vinod, V.C.B, Deepashri, V. “Health 

Monitoring System for Comatose Patient Using Raspberry-Pi”. In: Shakya, S., Balas, V.E., Haoxiang, W. (eds) 

Proceedings of Third International Conference on Sustainable Expert Systems. Lecture Notes in Networks and 

Systems, vol 587. Springer, Singapore. 2023. https://doi.org/10.1007/978-981-19-7874-6_20. 

[7]. Mr. N. Bala Sundara Ganapathy, S. Akash, R. Alex Prabhu, T. Kirubakaran, S.Shyam Kumar, ‘Anti-Theft 

Protection of Vehicle by GSM GPS with Fingerprint Verification’, IJAEMS, Vol- 4, Issue-4, April 2018.   

[8]. N. Nanthini, K. Jeyalakshm, S. Kamalakannan, A. V. S and A. T, "Face Clustering approach for Crime Rate 

Reduction in Smart City Development," 5th International Conference on Electronics, Communication and 

Aerospace Technology (ICECA), Coimbatore, India, 2021,  pp. 890-895. doi: 

10.1109/ICECA52323.2021.9675969 

[9]. S. Kuzhaloli, S. Thenappan, P. T, V. Nivedita, M. Mageshbabu and S. Navaneethan, "Identification of Malaria 

Disease Using Machine Learning Models," 2023 Fifth International Conference on Electrical, Computer and 

Communication Technologies (ICECCT), Erode, India, 2023, pp. 1-4, doi: 

10.1109/ICECCT56650.2023.10179665.  

[10]. Nishanth, J.R., Kamalakannan, S. “Enhanced Built-in Self Test for MSP 430”, in “International Journal of 

Applied Engineering Research”, vol. 10, no. 7, pp. 17849–17856, 2015. 

[11]. S. Navaneethan, C. Thanusha, M. A. Varshini and A. Anil, "A Hardware Efficient Real-time Video processing 

on FPGA with OV 7670 camera interface and VGA," 2022 6th International Conference on Electronics, 

Communication and Aerospace Technology, Coimbatore, India, 2022, pp. 348-352, doi: 

10.1109/ICECA55336.2022.10009129.  

[12]. Suriya, N, Kamalakannan, S, Siva Shankari, A. “Concatenation of RS and Hamming Code for Memory 

Storage Applications”, in International Journal of Applied Engineering Research, vol. 10, no. 20, pp. 16773–16777, 

2015. 

[13]. S. M. Deepa, C. Venkatesh, V. Nandalal, A BMO-based MRPID controller with optimal control of speed in 

hybrid stepper motor, Optimal Control in Therapeutics and Epidemiology, Volume45, Issue2, April 2024, pp 700-

718 

https://iarjset.com/
https://iarjset.com/
https://onlinelibrary.wiley.com/authored-by/Deepa/S.+M.
https://onlinelibrary.wiley.com/authored-by/Venkatesh/C.
https://onlinelibrary.wiley.com/authored-by/Nandalal/V.


IARJSET 

International Advanced Research Journal in Science, Engineering and Technology 

Impact Factor 8.066Peer-reviewed & Refereed journalVol. 11, Issue 4, April 2024 

DOI:  10.17148/IARJSET.2024.11422 

© IARJSET                  This work is licensed under a Creative Commons Attribution 4.0 International License                  142 

ISSN (O) 2393-8021, ISSN (P) 2394-1588 

[14]. C. Venkatesh and M. Madheswaran, "A novel scheme for least square based channel estimation in OFDM 

transmission system," 2008 International Conference on Recent Advances in Microwave Theory and Applications, 

Jaipur, India, 2008, pp. 291-296, doi: 10.1109/AMTA.2008.4763138.  

[15]. S. S. Nath, S. Navaneethan, M. S. Sakthekannan, M. Udaya Krishnan and B. M. Yogavignes, "SD Card 

Interface Using FPGA for Multimedia Applications," 2022 6th International Conference on Electronics, 

Communication and Aerospace Technology, Coimbatore, India, 2022, pp. 388-394, doi: 

10.1109/ICECA55336.2022.10009420.  

[16]. S., Kamalakannan, Navaneethan S., Yogesh S. Deshmukh, Sujay V., Sivakami Sundari M., Venkadeshan 

Ramalingam, Jagadeesan D., and Venkatesh C. 2024. “A Novel Pothole Detection Model Based on YOLO 

Algorithm for VANET”. International Journal of Intelligent Systems and Applications in Engineering,  vol. 12, no. 

11s, pp. 56–61, Jan. 2024. 

[17]. Mathiazhagan, V.  Ananthamoorthy, N. P. Venkatesh, C., Design and Implementation of Enhanced Edge 

Triggered Flip-Flop for Low Power Dissipation,  Journal of Nanoelectronics and Optoelectronics, Volume 

17, Number 9, September 2022, pp. 1261-1273(13) 

[18]. S. Navaneethan, N. S. Deepak Raj and R. S. Gokula Raman, "A Novel AI based Early Diabetic Retinopathy 

Detection using Retinal Images," 2023 2nd International Conference on Automation, Computing and Renewable 

Systems (ICACRS), Pudukkottai, India, 2023, pp. 543-547, doi: 10.1109/ICACRS58579.2023.10404679.  

 

 

https://iarjset.com/
https://iarjset.com/
https://www.ingentaconnect.com/search;jsessionid=1wurdfk0w6id5.x-ic-live-01?option2=author&value2=Mathiazhagan,+V.
https://www.ingentaconnect.com/search;jsessionid=1wurdfk0w6id5.x-ic-live-01?option2=author&value2=Ananthamoorthy,+N.+P.
https://www.ingentaconnect.com/search;jsessionid=1wurdfk0w6id5.x-ic-live-01?option2=author&value2=Venkatesh,+C.
https://www.ingentaconnect.com/content/asp/jno;jsessionid=1wurdfk0w6id5.x-ic-live-01

