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Abstract: The key to making any system intelligent is the internet of things. The requirements of the modern systems 

are met by using recent operating systems. Numerous platforms have been created for the Internet of Things. The 

majority of them, meanwhile, are designed for certain implementations and are unable to handle the present constraints 

of more modern systems. We will cover a broad overview of the Internet of Things, its working mechanism, resource 

constraints, node attributes, and mixed traffic communications in our research. We will also talk about newer 

technologies that make use of an Internet of things platform that has numerous uses. Current developments necessitate 

that modern gadgets be connected to the internet, which builds the modern Internet of things and improves user 

experience by ensuring a strong connection and efficient use of the devices belonging to the next generation. However, 

the increased connectedness of the Internet of Things has made it a target for attackers in recent times. We'll talk about 

common assaults, security risks, and modern Internet of things strategies. 
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I. INTRODUCTION 

 

The quality of life is being improved by the internet of things, which is expanding quickly. The Internet of things is 

developing thanks in large part to enormous technological technologies and development. Hardware that is readily 

available and reasonably priced is essential for the system's constant evolution. The next step is to design Internet of 

Things operating systems to support the recently produced hardware in tandem with the existing methods and standards 

for all communication layers [1]. 

 

The availability of multiple Internet of things operating systems necessitates enabling interoperability, which calls for 

adherence to specific guidelines for development and functional capacity for supporting diverse deployment situations. 

The internet of things necessitates intelligence in order to adjust to network conditions. In that study, we'll give an 

overview of the many Internet of Things operating systems, improved hardware, and potential research areas. which will 

allow us to talk about the verified papers on our problem with the administration of Internet of Things operating systems: 

the opportunities, challenges, and potential solutions. We will eventually go over our findings and suggestions. 

 

The main force underlying all of the technological transformation is the internet of things. The difficulty lies in the 

integration of unified technologies. Current advancements in "millimeter wave," contemporary cellular networks, the 

fifth generation of the smart Internet of things, wireless systems, device-to-device communication, Internet of things 

resources, and its operational systems, among other things. The next generation of the Internet of things is developed 

with the help of research. The development of Internet of Things technologies and their affordable availability have 

made devices more accessible and connected over long distances [1]. As a result, adhering to the standards is essential 

to enabling communication between the various Internet of Things networks. Manufacturing the Internet of things 

requires connecting industrial components in centralized or distributed ways to boost production and efficiency. The 

industrial revolution's fourth is still evolving. It poses significant difficulties for autonomous and intelligent systems, 

which must be clever enough to embrace machine learning methods in order to handle the massive volumes of 

information they generate. 

 

1.1 OPERATIONAL MECHANISMS AND KEY CHARACTERISTICS: AN IN-DEPTH ANALYSIS 

The Internet of Things device seeks to establish connections with other devices in order to share data. The Internet of 

Things platforms enable developers to create and implement Internet of Things by connecting sensors to networks. 

Numerous studies were conducted to support Internet of Things applications, taking into account the platforms and 

publications involved in comparing the various Internet of Things communication protocols, such as "Message Queue 

Transport," with other numerous protocols [2], 49. Using some files from sensor readings without the use of Internet of 

Things platforms, a comparison of four protocols was made, and the amount and parameters were looked into. 
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The researchers used many of these platforms for specific implementations, making use of the "message queue telemetry 

transport" protocol and incorporated ready-made hardware kits. For example, when the researchers implemented medical 

and healthcare technologies, they did not use previously developed Internet of things operating systems on their 

platforms. Using portable processors and an outdated operating system provides a broad platform [2]. 

 

Modern cyber and physical systems are closely intertwined with the Internet of Things. Current Internet of things 

systems can be identified as a broadly interconnected network with nodes that are connected and controllable remotely. 

Because of the additional existing limits, allowing security in modern Internet of things systems is typically more 

difficult than in general Internet of things systems. Our aim is to outline the characteristics, constraints, and security 

risks associated with the modern Internet of things, as well as to provide a summary of security solutions specifically 

tailored to address these vital safety concerns. While there have been some surveys conducted on privacy and security 

concerns in general Internet of things systems, there hasn't been a thorough conversation regarding security in recent 

years [3]. An overview of the Internet of things in recent times is displayed in Fig. 1. The wireless connection established 

by those devices is indicated by the blue lines. Every Internet of things device periodically completes specific activities 

required for 

 

1.2 SAFETY REQUIREMENTS AND RESOURCE LIMITATIONS: BALANCING CONSTRAINTS IN 

SYSTEM DESIGN 

Numerous modern Internet of things devices, such as sensors, controllers, autonomous cars, automated flying aircraft, 

etc., have extremely limited resources, such as processors, memory, batteries, etc., and typically require electricity to 

complete operations that take several milliseconds. Modern Internet of things nodes also require the fulfillment of time-

based attributes. Deadlines are typically used to describe certain attributes [5].The significance of the outcomes produced 

the system lowers when a deadline is missed. If the value quickly declines, we regard the system as a recent firm system, 

similar to "antilock braking" systems in cars and nuclear power plants.  

 

1.3 CHARACTERISTICS OF MODERN INTERNET OF THINGS NODES: A CONTEMPORARY 

OVERVIEW 

When used as a schedule of recurring chores, stringent time constraints and deadlines, The worst situations and limits 

are well-known, No loaded or dynamically self-adjusting codes, Recursion is severely statically constrained or not 

utilized at all. Processing and memory power are typically limited [6]. 

 

1.4 MANAGING MIXED TRAFFIC IN COMMUNICATION NETWORKS: CHALLENGES AND 

SOLUTIONS 

Numerous conventional modern time systems are made up of different nodes that function separately and have either 

little or no connectivity capabilities. However, as the Internet of Things has evolved, physical and cyber nodes now 

communicate with each other through industrial networks and are typically connected via the Internet.  Supporting these 

applications requires a current time channel for communication with a certain service quality, as well as the amounts 

and requirements for processing data, among other things, because the majority of recent apps require triggering events 

based on specific information conditions [7]. 

 

Additionally, the modern Internet of things has the characteristic of typically incorporating traffic flows with varying 

degrees of relevance, such as those with varying degrees of bandwidth, availability, and timeliness needs. High priority 

traffic, such as sensors for closed circuit control and actual control orders in avionics, automotive systems, and home 

security systems, is essential for the safe and proper operation of the system.  

The medium priority traffic, which is essential for the proper operation of the system but has some delays, drops, etc.;  

for instance, aircraft navigation systems, power substation system monitoring, communication messages between 

electric vehicles and charging stations, heating, water sprayers in stations, air conditioning, lighting devices, food 

preparation machines, etc [8].  

 

The lowest priority traffic, which consists primarily of all other system traffic that doesn't need bandwidth guarantees or 

delays, includes notifications and messages from smart home machines, multimedia flows in aircraft, and engineering 

traffic in power substations. 

https://iarjset.com/
https://iarjset.com/


IARJSET 

International Advanced Research Journal in Science, Engineering and Technology 

Impact Factor 8.066Peer-reviewed & Refereed journalVol. 11, Issue 7, July 2024 

DOI:  10.17148/IARJSET.2024.11710 

IARJSET                  This work is licensed under a Creative Commons Attribution 4.0 International License                 75 

ISSN (O) 2393-8021, ISSN (P) 2394-1588 

 

 
 

Fig. 1. Overview of daily recent time Internet of things. 

 

2. The features of all the high criticality flows are typically well known in many critical recent Internet of things 

of safety, whereas the properties and quantity of the other flows are often dynamic [10].  

 

1.5 LATEST TECHNOLOGIES 

It may appear like nothing new to have contemporary resources close to established data resources. In order to increase 

efficiency and performance, a system that allows program techniques and the relevant information to be distributed to 

the edge of a network was initially described as "edge computing" in 2004. Furthermore, in 2009, the concept of utilizing 

virtualization technology based on computer resources within the Wi-Fi subsystem was developed. However, it wasn't 

until "fog computing" for the Internet of Things was introduced that there was a genuine interest in increasing resources 

for computing at the network's edge.  Researchers have been using a variety of words in recent years to illustrate similar 

approaches with "fog computing." For example, the concept of cloud computing at the network edge was described by 

the author of cloudlet, which is built on virtual machines, using the term "edge computing." Furthermore, the author's 

most recent work demonstrated that fog is a component of "edge computing" [11]. 

 

It is obvious that the primary goal of cloudlets was to replace mobile apps from distant clouds with closer cloudlet virtual 

computers located in similar Wi-Fi subsystems, for the purpose of distributing computationally demanding activities. 

The goal of the original "fog computing" presentation, however, was to spread the cloud to the network's gateways in 

order to complete it. In this regard, cloudlet might be regarded as one of the useful techniques for "fog computing" in 

the presence of nearby server equipment. Fog computing, also known as "Edge Computing of Multiple Accesses," is 

described in numerous other works. Essentially, "Edge Computing of Multiple Accesses" was introduced by the 

European Institute of Standards and Telecommunications as a specific standard from the perspective of 

telecommunications. In this standard, the European Institute of Standards and Telecommunications specified the 

Interface of Programming standards about how telecom companies are able to provide computing services based on 

virtualization to their clients based on expanding the infrastructure that is already in place for virtualization of network 

functions, "Edge and Fog Computing," and the Internet of things [11]. 

 

However, according to the current collaboration between "Open fog" and The European Institute of Standards and 

Telecommunications, "Edge Computing of Multiple Accesses" is not the same as "fog." The realization of "fog 

computing" will be accelerated by the application of "Edge Computing of Multiple Accesses." In older phases, "fog" 

was also referred to as "mist computing." However, mist was previously referred to as a subset of "fog" in current 

literature. Consequently, we concentrated on the necessity of distributing computing mechanisms to the Internet of 

Things extreme edge, where the devices are located, in order to reduce the latency of communication between Internet 

of Things devices to milliseconds [12]. The goal of "mist computing" is essentially to enable self-recognition in terms 

of self-organization, self-management, and diverse self-methods for Internet of Things devices. As a result, Internet of 

Things devices will be able to continue working even in the event of an unreliable internet connection.  In general, "mist" 

devices may sound similar to fixed services or mobile web services, where applications are incorporated into a variety 

of devices with limited resources, such as actuators, cell phones, and sensors.  

 

However, "mist" refers to the capacity for self-awareness and situational recognition, which enables the remote 

deployment of dynamic software code to various devices based on changes in the environment and the state of the 

devices themselves. Similar to "fog" in providing a framework that enables adaptable software deployment and 

reconfigurations [12]. In light of this, it follows that "fog" requires the support of all linked "edge computing" 

technologies. In other words, no one can install or manage "fog" without integrating "edge computing" technologies.  
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1.6 CONTEMPORARY SECURITY THREATS AND ATTACKS IN THE INTERNET OF THINGS 

 

Various threats can affect modern Internet of things systems in different ways, depending on the objectives and 

architecture of the adversary. One of the contributing vendors may act maliciously in a system built using a vendor-

based paradigm. That potentially unreliable vendor has the ability to infiltrate the system and carry out a number of 

malicious operations. Also, even in cases where the contributing vendors are not hostile, poor coding techniques may 

result in vulnerabilities. The adversary may target the communication interfaces in a system with a network connection. 

Since most of such systems lacked authentication, it was simple to counterfeit and intercept communication channels.  

 

Attack techniques against the Recent Time Strategy are classified based on the attacker's functional goal and control 

over the computing processes. The installation of a malicious virus or code, or the use of the law for evil purposes, is 

the only means of taking control of a target machine. Furthermore, the system is vulnerable to network assaults because 

nodes in the modern Internet of things can communicate over untrusted channels like the internet [14]. Apart from the 

constant attempts to forcefully crash the system. By silently attaching to the system, the adversary may be able to get 

sensitive data through attacks on select channels. Attacks against the subset channels rely on identifying system 

characteristics such memory usage patterns, task scheduling, power consumption, etc. The attackers may utilize such 

information in the future to conduct more assaults. 

 

1.7 RECENT CYBER ATTACKS ON INTERNET OF THINGS SYSTEMS  

- Integrity breach due to introduction of harmful codes: A cunning adversary may get access to the system.  

In order to avoid quick detection and harm one or more of the current recent jobs, an adversary could, for example, add 

a spiteful task that complies with the system's recent promises. The attacker could use that task to manipulate sensors 

and change the system's behavior in ways that are not desired [14], 101. 

 

- Integrity breach brought about by the introduction of malicious codes: The system may be accessed by a crafty 

adversary. An enemy might, for instance, introduce a nasty work that complies with the system's recent promises in 

order to evade rapid discovery and damage one or more of the existing recent jobs. With that task, the attacker might 

modify sensors and alter the system's behavior to their liking [14].  

 

A subset channel assault modifies previously unidentified channels in order to obtain important information from the 

victim. Some of the subset channels that the attackers employ are memory access, power usage traces, scheduling 

preemptions, temperature, etc. Because of the deterministic activities in these systems, those attacks are especially 

suitable to assaulting nodes of the Recent Time Internet of Things that implement Recent Time tasks [14]. 

 

- Attacks on communication channels: In the modern day, the Internet of Things has elevated the internet as the primary 

means of communication between entities. However, the internet poses a number of vulnerabilities that could jeopardize 

the security and privacy of modern Internet of things devices, making it an unsafe medium of communication.  

 

- Interception or spying, falsification, interference with control, and informational messages are among the threats to 

communication. From the perspective of the modern Internet of things, communication hazards are difficult to defend 

against. This is due to the difficulty in distinguishing between legitimate and rogue communication traffic, especially 

when it comes to high-priority communication, without compromising service quality [15]. 

 

- "Cryptographic" protection measures are frequently included to tackle communication threats. However, this raises the 

bar for wireless task communication engineering technologies and may require current scheduling adjustments. 

Numerous cryptographic processes are extremely costly to execute on constrained resources, particularly those found in 

fixed devices of the modern Internet of things. Thus, current cryptographic techniques may not be the preferred choice 

for many modern Internet of things systems. There is a way to integrate security mechanisms that can be used to address 

communication threats without requiring changes to the recent efforts that are now underway [15].  

 

- Attacks of service denial: Nodes of the recent Internet of things are vulnerable to attacks of service denial because to 

resource limits such as low memory capacities, restricted processing resources, etc., and stringent time constraints.An 

attacker might take over open tasks and deplete system resources like memory, the disk, and the CPU. The attack of 

distributed services denial, in which numerous malicious nodes target the devices concurrently, is a more dangerous 

kind of service denial attack. An attacker may hijack network ports and launch an attack on the network to compromise 

system integrity and privacy, especially when important tasks are scheduled to begin [16]. 
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 The defense mechanisms designed for general information technology or fixed systems are not easily adaptable without 

significant changes, and they do not take into account the timing, resource limitations, or safety of the modern Internet 

of things. Our recent efforts could be combined to defend against denial-of-service assaults. However, the attacker must 

first conduct research and attack preparation in order for these attacks to be successful. That will be covered in the 

following: 

 

II. MODERN APPROACHES TO PROTECTING INTERNET OF THINGS SYSTEMS FROM CYBER 

ATTACKS 

 

These methods could be divided into two major categories:  

1. Products that require specific hardware support in order to offer security.  

2. Software-level solutions that don't require modifications.  

First, hardware-supported protection:  

 

The "Simplex" structure is key to providing protection without compromising system security. The well-known 

"Simplex" time structure was developed recently and relies on a modest safety controller to take over in situations where 

a complex high-performance controller is either absent or malfunctioning [16]. The aim of the "Simplex" method is to 

ensure that a system remains safe even if it is controlled by an intricate controller. The basic idea behind the "Simplex" 

structure for protection is to use a slightly streamlined system to keep an eye on the characteristics of an unreliable entity 

that is assigned to more difficult responsibilities, such as its behavior over time, memory access, system call traces, 

abnormalities, etc. Second, protection without any changes: Although architectural changes can strengthen the security 

posture of nodes in the recent Internet of Things, these methods require a general redesign and may not be appropriate 

for systems that have been developed that use connection-oriented transport components of service [16].  

 

a. RECENT SOFTWARE-BASED APPROACHES FOR ENHANCING PROTECTION IN INTERNET 

OF THINGS SYSTEMS: AN OVERVIEW 

 

Handling subset channel attacks: It has been shown that the attacker is able to execute a timed attack to indirectly estimate 

memory use behavior. The majority of recent Internet of things systems that rely on connection-oriented transport 

services lack isolation for dispersed resources among various workloads. When the system switches between different 

tasks, there is overlap between the tasks. Therefore, in order to prevent assaults on subset channels, it becomes important 

to capture the protection constraints between the tasks.  

 

Integrating safety into the Internet of Things in real time has been suggested by the introduction of methods for imposing 

constraints on the tasks that have recently been scheduled with a high priority. The scheduler clears the distributed cache 

when the system switches from a work with high protection, which requires greater privacy, to a task with low protection, 

which is an unprotected task that is primarily damaged, based on the defined degrees of protection for each task [18]. 

 

III. INTERNET OF THINGS PLATFORMS: STRATEGIES AND BEST PRACTICES 

 

Utilizing the Internet of Things platform, which offers the essential features of modern operating systems, we developed 

a few apps. The hardware stratum includes actuators, sensors, and communication modules. The following forthcoming 

sub-systems are necessary for the construction of the Internet of things system:  

 

- The Internet of Things prototyping platform, which enables the development of Internet of Things nodes; the Internet 

of Things server, which facilitates communication between nodes; the structure that describes the data exchange process; 

and the communication protocol, which regulates the message transfer between the Internet of Things nodes and the 

recent time server.  

 

The recommended system provides connectivity and dependability to a wide range of intelligent Internet of things 

applications, enabling optimal use of it. The ARM Cortex-M40 is used to implement the recommended Internet of Things 

platform. Due to its appropriate and robust power consumption, a smart phone can serve as the recommended Internet 

of Things node. The core components of the proposed system are the Internet of Things key server and nodes. Using the 

internet as a reliable backbone, the key server manages communication between the system's nodes, Figure 2 [18].  
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a. CLASSIFICATION OF SYSTEM NODES: A CATEGORICAL OVERVIEW OF FOUR MAJOR 

TYPES 

- "Sensor" nodes that are aware of their environment.  

- "Actuator" nodes that affect their environment.  

- "Hybrid" nodes that are aware of and react to their environment.  

 

3.2 COMPREHENSIVE DISCUSSION OF THE SYSTEM: IN-DEPTH EXPLORATION AHEAD 

Internet of Things nodes : The proposed platform is a fixed system that can be designed for any type of controller that 

satisfies the system requirements. It was developed, implemented, and successfully operated in the experiments.  

 

The ARM Cortex-M40 processor, which powers the suggested model, is specifically made for high performance, low 

power consumption, and affordable devices, making it ideal for Internet of Things nodes. The suggested model is 

implemented using the "Nucleo Board." Each node is made up of a controller, which is needed to manage the operations 

of the node, WI-FI hardware, which is used to connect wirelessly to the network and access the internet, and sensors, 

which are used to sense the environment [19]. 

 

The system's nodes are divided into four main categories based on how they are connected to the key server to carry out 

certain functions: sensor, actuator, hybrid, and monitoring nodes.  

 

The "Sensor" nodes are nodes that include one or more sensors but no actuators. They are used to perceive their 

environment and periodically send the information they sense to the server within a predetermined amount of time. The 

"Actuator" nodes, which comprise one or more actuators and lack any sensors, influence the environment in response to 

commands from the monitoring nodes [19].  

 

 
Fig. 2. The suggested structure of system of Internet of things. 

 

The actuator and sensor nodes are combined into the "Hybrid" nodes. These are nodes that have both actuators and 

sensors. The node's operation involves initially establishing communication with the Internet of Things server, sending 

sensor data to the server, and receiving commands from the monitoring nodes throughout the server to carry out. 

Smartphones that manage and keep an eye on the system nodes could be the monitor nodes. These are the nodes that 

lack sensors and actuators, but they manage the actuators and keep an eye on the readings from the sensors by 

transmitting orders and obtaining and processing sensor data.  

 

3.3 THE ROLE AND FUNCTIONALITY OF IOT SERVERS 

The Internet of Things Server is the essential system component that enables communication between all of the system's 

nodes. It can communicate with any kind of node and enables nodes to monitor and visualize sensor data [19].  The 

server will send its data to the registered monitors if the connected node is a "Sensor" node. Additionally, the server will 

forward the commands from the monitoring nodes to the node if it is a "Actuator" node.  

Additionally, in the event that the node is a "Hybrid," the server will handle tasks for both the actuator and sensor nodes 

jointly; in the event that the node is a "Monitoring" node, the server receives orders, forwards them to the actuator nodes, 

and forwards sensor data to this "Monitoring" node [21] Fig. 3. 
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3.4 PROPOSED COMMUNICATION PROTOCOLS FOR ENHANCED IOT CONNECTIVITY 

The key server is in charge of facilitating communication between the system's nodes so that tasks can be completed. 

Each node opens a connection of protocol for control of transmission with the key server and authenticates itself to the 

system by sending its identification number to the key server while awaiting the server's acknowledgement.  

 

The "Hybrid" node performs the duties of both the actuator and the sensor nodes. The "Sensor" node identifies itself and 

is then prepared to transmit the periodic information that it possesses. The "Actuator" node receives orders from the 

"Monitoring" nodes across the key server following the identification process. Following identification, the 

"Monitoring" node registers to collect data from particular sensor nodes and sends commands to particular actuator 

nodes [21], 13. Nodes communicate with each other through the server. Each node attempts to identify itself and establish 

a connection; if the server acknowledges it, the nodes can effectively communicate with one another.  

 

3.5 EXPERIMENTAL SETUP: METHODOLOGY AND CONFIGURATION 

adjusting different network factors that affect the protocol performance, experiments are conducted to examine the 

performance of the proposed communication protocol and the "Message Queuing Telemetry Transport" protocol 

[22].The total transferred bytes for each message that is successfully transmitted and the length of delay—which is the 

difference between when the message is published and when the server acknowledges it—are the performance metrics 

that are evaluated. Three machines are utilized in the setup: a laptop that runs a wide-area network emulator software to 

simulate channel losses and communication delays, a personal computer that serves as a server to facilitate 

communication between the platforms, and another laptop that functions as a node for publishing messages and awaiting 

acknowledgement. The total transferred bytes for each message that is successfully transmitted and the length of delay—

which is the difference between when the message is published and when the server acknowledges it—are the 

performance metrics that are evaluated.  

 

Three machines are utilized in the setup: a laptop that runs a wide-area network emulator software to simulate channel 

losses and communication delays, a personal computer that serves as a server to facilitate communication between the 

platforms, and another laptop that functions as a node for publishing messages and awaiting acknowledgement. 

 

 

 
 

Fig. 3. The flow of data across the server of Internet of things. 
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3.6 RESULTS OF THE EXPERIMENT 

The two protocols were able to deliver their messages without worrying about the percentage of loss applied in the one 

node and one server experiment setup. This indicates that the two protocols have a good message delivery technique for 

working with the various rates of losses, and the performance assessments are examined for message delays and the total 

amount of data transmitted for each successfully transmitted message. The metric of message delay is important, 

particularly for recent systems where time is even more important. The protocol of "Message Queuing Telemetry 

Transport," or "MQTT," with a certain level of service quality is compared with the recommended protocol of 

communication with a certain level of acknowledgment for similar messages [22], 87. The applied rates of losses affect 

the message delay because retransmissions are necessary to deliver the message successfully. 

 

IV. CONCLUSION 

 

The term "Internet of things" refers to the recent trend of smart devices such as smart televisions, home automation 

systems, and webcams being connected to the internet. This connects previously isolated items and applications. The 

intricacy of contemporary cyberattacks on the Internet of Things necessitates reconsidering methods for safeguarding 

these systems. The purpose of this work is to bridge the gaps between the current security of Internet of Things systems 

and the latest limits, as well as to increase knowledge of recent time protection. The methods presented here range from 

hardware-assisted protection to protection that requires no modifications. The research produced a recommended 

Internet of Things system.  
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